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Patient Safety and Quality Improvement Act of 2005 (PSQIA) Purpose

To encourage the expansion of voluntary, provider-driven initiatives to improve the quality and safety of health care; to promote rapid learning about the underlying causes of risks and harms in the delivery of health care; and to share those findings widely, thus speeding the pace of improvement.

- Strategy to Accomplish its Purpose
  - Encourage the development of PSOs
  - Establish strong Federal and greater confidentiality and privilege protections
  - Facilitate the aggregation of a sufficient number of events in a protected legal environment.
Long-Term Goals of the PSQIA

- Encourage the development of PSOs
- Foster a culture of safety through strong Federal and State confidentiality and privilege protections
- Create the Network of Patient Safety Databases (NPSD) to provide an interactive, evidence-based management resource for providers that will receive, analyze, and report on de-identified and aggregated patient safety event information

Further accelerating the speed with which solutions can be identified for the risks and hazards associated with patient care through the magnifying effect of data aggregation
Who or What Does the Act Cover?

- Provides uniform protections against certain disciplinary actions for all healthcare workers and medical staff members
- Protects Patient Safety Work Product (PSWP) submitted by Providers either directly or through their Patient Safety Evaluation System (PSES) to Patient Safety Organizations (PSOs)
- Protects PSWP collected on behalf of providers by PSOs, e.g., Root Cause Analysis, Proactive Risk Assessment
PSO Approach & Expected Results

- Hospice
- Pharmacy
- Surgicenter
- Hospital
- Home Health Care
- Durable Medical Equipment
- Long-Term Care Facility
- Ambulatory Care Clinics
- FQHC
- Physician Groups
- SNF
- Immediate Warning System
- Comparative Reports
- New Knowledge
- Educational Products
- Collaborative Learning
Essential Terms of the Patient Safety Act

- Patient Safety Evaluation System (PSES)
- Patient Safety Work Product (PSWP)
- Patient Safety Organization (PSO)
Patient Safety Evaluation System (PSES)

PSES Definition

Body that manages the collection, management, or analysis of information for reporting to or by a PSO (CFR Part 3.20 (b)(2))

- Determines which data collected for the PSO is actually sent to the PSO and becomes Patient Safety Work Product (PSWP)
- PSES analysis to determine which data is sent to the PSO is protected from discovery as PSWP
Patient Safety Work Product (PSWP)

PSWP Definition

Any data, reports, records, memoranda, analyses (such as Root Cause Analyses (RCA)), or written or oral statements (or copies of any of this material) which could improve patient safety, health care quality, or health care outcomes;

And that:

- Are assembled or developed by a provider for reporting to a PSO and are reported to a PSO, which includes information that is documented as within a PSES for reporting to a PSO, and such documentation includes the date the information entered the PSES; or
- Are developed by a PSO for the conduct of patient safety activities; or
- Which identify or constitute the deliberations or analysis of, or identify the fact of reporting pursuant to, a PSES
What is NOT PSWP?

- Patient's medical record, billing and discharge information, or any other original patient or provider information
- Information that is collected, maintained, or developed separately, or exists separately, from a PSES. Such separate information or a copy thereof reported to a PSO shall not by reason of its reporting be considered PSWP
- PSWP assembled or developed by a provider for reporting to a PSO but removed from a PSES and no longer considered PSWP if:
  - Information has not yet been reported to a PSO; and
  - Provider documents the act and date of removal of such information from the PSES
What is Required?

Establish and Implement a Patient Safety Evaluation System (PSES), that:

• Collects data to improve patient safety, healthcare quality and healthcare outcomes
• Reviews data and takes action when needed to mitigate harm or improve care
• Analyzes data and makes recommendations to continuously improve patient safety, healthcare quality and healthcare outcomes
• Conducts RCAs, Proactive Risk Assessments, in-depth reviews, and aggregate RCAs
• Determines which data will/will not be reported to the PSO
• Reports to PSO(s)
Identification of Patient Safety, Risk Management or Quality event/concern

PSES
Receipt and Response to Event/Concern, Investigation & Data Collection

Are needed reviews finished?

YES → Produce report for PSO
NO → Wait until completed

Needed for other uses?

YES → Do not put is PSES (yet) or consider removing from PSES
NO → Information not protected as PSWP even if subsequently reported to PSO

Is it flagged “Do Not Report”?

YES → Do not send to PSO
NO → Justify Adverse Action
   - Peer Review
   - Personnel Review
   Reporting to State, TJC
   Evidence in court case

Submit to the Alliance PSO
Designing Your PSES

- **Events or Processes to be Reported**
  - Adverse events, sentinel events, never events, near misses, HAC, unsafe conditions, RCA, etc

- **Committee Reports/Minutes Regarding Events**
  - PI/Quality committee, Patient safety committee, Risk Management committee, MEC, BOD

- **Structures to Support PSES**
  - PI plan, safety plan, RM plan, event reporting and investigation policies, procedures and practices, grievance policies and procedures
Event/Incident Reporting Policy

- Modify existing policies as needed to reflect the purpose of internal event reporting is to …
  - Improve patient safety, healthcare quality and patient outcomes
  - Provide learning opportunity through reporting to a PSO
- Include a process (through the PSES) for the removal of incidents from PSES or separate system for …
  - Disciplinary action
  - Just culture
  - Mandatory state reporting
  - Independent/separate peer review
Questions To Answer When Developing PSES Policy

- Who or What Committee(s)
  - Collects data that will be reported to a PSO?
    - Single source or multiple sites?
    - Single department or organization wide event reporting?
  - Analyzes data that will be reported to a PSO?
  - Removes data from PSES prior to reporting to a PSO?
  - Submits the data from the PSES to the PSO(s)?
    - Committee or individual authorized submission?
Questions To Answer When Developing PSES Policy

What data should be …

- Collected to report to a PSO?
  - Patient safety data, healthcare quality and outcomes data
    - *Data cannot be used for adverse disciplinary, versus remedial, employment action, mandated state reporting*

- Removed from PSES prior to reporting to a PSO?
  - Criteria based or subjective case-by-case decision making
  - Peer review information that could lead to disciplinary action

- When is data …
  - Reported to PSES?
  - Removed from PSES?
  - Reported to PSO?
    - *Each date must be documented*
How Does a Provider Determine Which Data Should Be Reported To A PSO?

Criteria-based Prioritization

Suggested criteria

- Promotes culture of safety/improves care
- Impressions/subjective data that is not available in the medical record
- Information that could be damaging during litigation
- Not required to report elsewhere
- Required to report elsewhere, but data for reporting could be obtained from medical record
- Data will not be used to make adverse employment decisions
Types of Data PSES May Collect and Report To The PSO

- Medical Error, FMEA or Proactive Risk Assessments, Root Cause Analysis
- Risk Management – incident reports, investigation notes, interview notes, RCA notes, notes rec’d phone calls or hallway conversations, notes from PS rounds
- Outcome/Quality—may be practitioner specific, sedation, complications, blood utilization etc.
- Peer Review
- Committee minutes—Safety, Quality, Quality and Safety Committee of the Board, Medication, Blood, Physician Peer Review
PA Patient Safety Authority: Reports Provide Useful Information

- Examples:
  - One misunderstood colored wristband led to regional standardization
  - A hospital had a “sandbag” fly into the MRI core & screened their other sandbags throughout the facility
  - A report from a behavioral health unit of patients getting implements of self-harm in the ED
Steps to PSO Reporting

- Inventory Data Currently Collected
  - Patient safety, quality of care, healthcare outcomes

- Prioritize Data that will be submitted to a PSO and become PSWP; what data will do the most to support improving the culture of safety

- Establish a system for data collection and review
  - Standardized data collection will both enhance benchmarking comparisons and ultimately comply with AHRQ’s mandate for PSOs to collect standardized data; AHRQ’s “Common Formats” or another common format
  - Agree to the processes that the PSES will follow to determine PSWP

- Create appropriate policies: Event Reporting; PSES, PSO Reporting
PSO Reporting Process

[Diagram showing the flow of reporting from various committees and departments to the PSO through the Professional Standards Committee and the Administrative Quality Management Committee, with shared members and communications.]
Confidentiality and Privilege Protections
Patient Safety Work Product Privilege

- PSWP is privileged and shall not be:
  - Subject to a federal, state, local, Tribal, civil, criminal, or administrative subpoena or order, including a civil or administrative proceeding against a provider
  - Subject to discovery
  - Subject to FOIA or other similar law
  - Admitted as evidence in any federal, state, local or Tribal governmental civil or criminal proceeding, administrative adjudicatory proceeding, including a proceeding against a provider
  - Admitted in a professional disciplinary proceeding of a professional disciplinary body established or specifically authorized under State law
Patient Safety Work Product

- Exceptions:
  - Disclosure of relevant PSWP for use in a criminal proceeding if a court determines, after an in camera inspection, that PSWP
    - Contains evidence of a criminal act
    - Is material to the proceeding
    - Not reasonably available from any other source
  - Disclosure through a valid authorization if obtained from each provider prior to disclosure in writing, sufficiently in detail to fairly inform provider of nature and scope of disclosure
Patient Safety Work Product Confidentiality

Confidentiality:

PSWP is confidential and not subject to disclosure

Exceptions:

- Disclosure of relevant PSWP for use in a criminal proceeding if a court determines after an in camera inspection that PSWP
  - Contains evidence of a criminal act
  - Is material to the proceeding
  - Not reasonably available from any other source
- Disclosure through a valid authorization if obtained from each provider prior to disclosure in writing, sufficiently in detail to fairly inform provider of nature and scope of disclosure
Patient Safety Work Product Confidentiality

Exceptions (cont’d):

- Disclosure to a PSO for patient safety activities
- Disclosure to a contractor of a PSO or provider
- Disclosure among affiliated providers
- Disclosure to another PSO or provider if certain direct identifiers are removed
- Disclosure of non-identifiable PSWP
- Disclosure for research if by a HIPAA covered entity and contains PHI under some HIPAA exceptions
- Disclosure to FDA by provider or entity required to report to the FDA regarding quality, safety or effectiveness of a FDA-regulated product or activity or contractor acting on behalf of FDA
Exceptions (cont’d):

- Voluntary disclosure to accrediting body by a provider of PSWP but if about a provider who is not making the disclosure provider agrees identifiers are removed
  - Accrediting body may not further disclose
  - May not take any accrediting action against provider nor can it require provider to reveal PSO communications

- Disclosure for business operations to attorney, accountants and other professionals who cannot re-disclose

- Disclosure to law enforcement relating to an event that constitutes the commission of a crime or if disclosing person reasonably suspects constitutes commission of a crime and is necessary for criminal enforcement purposes
PSO Legal Decisions
On July 1, 2010, Walgreens was served with separate subpoenas requesting “all incident reports of medication errors” from 10/31/07 through 7/1/10, involving three of its pharmacists who apparently were under investigation by the Illinois Department of Professional Regulation (“IDFPR”) and the Pharmacy Board.

Walgreens, which had created The Patient Safety Research Foundation, Inc. (“PSRF”), a component PSO that was certified by AHRQ on January 9, 2009, only retained such reports for a single year. What reports it had were collected as part of its PSES and reported to PSRF.
Consequently, Walgreens declined to produce the reports arguing they were PSWP and therefore not subject to discovery under the PSQIA.

The IDFPR sued Walgreens which responded by filing a Motion to Dismiss.

Although the IDFPR acknowledged that the PSQIA preempts conflicting state law, it essentially argued that Walgreens had not met its burden of establishing that:

- That the incident report was actually or functionally reported to a PSO; and
- That the reports were also not maintained separately from a PSES thereby waiving the privilege.
Walgreens Appellate Court Decision

- Walgreens submitted affidavits to contend that the responsive documents were collected as part of its Strategic Reporting and Analytical Reporting System ("STARS") that are reported to PSRF and further, that it did not create, maintain or otherwise have in its possession any other incident reports other than the STARS reports.

- IDFPR had submitted its own affidavits which attempted to show that in defense of an age discrimination case brought by one of its pharmacy managers, Walgreens had introduced case inquiry and other reports similar to STARS to establish that the manager was terminated for cause.
Walgreens Appellate Court Decision

- IDFPR argued that this served as evidence that reports, other than STARS reports existed and, further, that such reports were used for different purposes, in this case, to support the manager’s termination.
  - It should be noted that these reports were prepared in 2006 and 2007.
- Trial court ruled in favor of Walgreens Motion to Dismiss finding that: “Walgreens STARS reports are incident reports of medication errors sought by the Department in its subpoenas and are patient safety work product and are confidential, privileged and protected from discovery under The Federal Patient Safety and Quality
Walgreens Appellate Court Decision

Improvement Act (citation), which preempts contrary state laws purporting to permit the Department to obtain such reports. . . .”

• The IDFPR appealed and oral argument before the 2nd District Illinois Appellate Court took place on March 6, 2012.

• Two amicus curiae briefs were submitted in support of Walgreens by numerous PSOs from around the country and the AMA.

• On May 29, 2012, the Appellate Court affirmed that the trial court’s decision to dismiss the IDFPR lawsuit.
Walgreens Appellate Court Decision

Walgreens Appellate Court Decision

‘patient safety work product shall be privileged and shall not be ***subject to discovery in connection with a Federal, State, or local civil, criminal, or administrative proceeding.’ 42 U.S.C. § 299b-22(a)(2006). Patient safety work product includes any data, reports, records, memoranda, analyses, or written or oral statements that are assembled or developed by a provider for reporting to a patient safety organization and are reported to a patient safety organization. 42 U.S.C. §299b-21(7) (2006). Excluded as patient safety work product is ‘information that is collected, maintained, or developed separately, or exists separately, from a patient safety evaluation system [PSO]’. 42 U.S.C. § 299b-21(7)(B)(ii) (2006).”
Walgreens Appellate Court Decision

- The court rejected the IDFPR’s arguments that the STARS reports could have been used for a purpose other than reporting to a PSO or that other incident reports were prepared by Walgreens which were responsive to the subpoenas because both claims were sufficiently rebutted by the two affidavits submitted by Walgreens.

- Although the age discrimination suit (See *Lindsey v. Walgreen Co.* (2009 WL 4730953 (N.D. Ill. Dec. 8, 2009, aff’d 615 F. 3d 873 (7th Cir. 2010)) (per curium)) did identify documents used by Walgreens to terminate the employee.
Walgreens Appellate Court Decision

- The court determined that these were “about policy violations, i.e., giving out medications for free and failing to follow directions from supervisors.”

- Because none of these documents were considered “incident reports of medication error,” which were the sole materials requested by the IDFPR, the court found them immaterial and affirmed the trial court’s decision to grant Walgreens’ motion to dismiss because no genuine issue of materials fact existed.
Case involves a malpractice suit filed against a hospital claiming that it negligently discharged the plaintiff from the emergency room who had sustained injuries as a result of a motorcycle injury.

Plaintiff contends that he received IV morphine while in the ED but did not receive any evaluation of his condition prior to discharge contrary to hospital policy. He subsequently walked out of the ED but fell, struck his head on concrete and was readmitted with a subdural hematoma.

Plaintiff sought and obtained a trial court order for the hospital to produce an incident report regarding the event. The hospital appealed.
Recent PSO Trial Court Decisions (cont’d)

- Hospital argued that the incident report was privileged and not subject to discovery under both its state confidentiality statute and the PSQIA.

- With respect to the state statute, as is true in many states, the protection only applies if the hospital meets its burden of establishing that the report was solely prepared for the purpose of complying with the Pennsylvania Safety Act.

- Plaintiff argued, and the court agreed, that the report could have been prepared principally for other purposes such as for insurance, police reports, risk management, etc. and therefore the report was subject to discovery even if later submitted to a patient safety committee on the board of directors.
Recent PSO Trial Court Decisions (cont’d)

- With respect to the PSQIA, the court applied a similar analysis – was the incident report collected, maintained or developed separately or does it exist separately from a PSES. If so, even if reported to a PSO, it is not protected.

- As with the state statute, court determined that hospital had not met its burden of establishing that the report “was prepared solely for reporting to a patient safety organization and not also for another purpose.”
Recent PSO Trial Court Decisions (cont’d)

*Francher v. Shields* (Kentucky, 8/16/11)

- Case involved a medical malpractice action in which plaintiff sought to compel discovery of documents including sentinel event record and a root cause analysis prepared by defendant hospital.

- Hospital asserted attorney-client communications, work product and PSQIA protections.
Recent PSO Trial Court Decisions (cont’d)

- Keep in mind that the Kentucky Supreme Court has struck down three legislative attempts to provide confidentiality protection for peer review activity in malpractice cases.

- Because the requested documents were prepared for the “purpose of complying [with] [T]he Joint Commission’s requirements and for the purpose of providing information to its patient safety organization”, it was not intended for or prepared solely for the purpose rendering legal services and therefore, documents were not protected under any of the attorney-client privileges.
In noting that no Kentucky court had addressed either the issue of PSQIA protections or the issue of pre-emption, i.e., “a state law that conflicts with federal law is without effect”, court cited favorably to K.D. ex rel Dieffebach v. U.S. (715 F Supp 2d 587) (D. Del. 2010).

Although it did not apply the PSQIA in the context of a request to discover an NIH cardiac study, the Fancher Court, citing to K.D., stated:
Recent PSO Trial Court Decisions  (Cont’d)

• “The Court then went on to discuss the Patent Safety Quality improvement Act of 2005. The Court noted that the Act, ‘announces a more general approval of the medical peer review process and more sweeping evidentiary protections for materials used therein’, and then concluded that, since the same type of peer review system was in place at the National Institutes of Health, the privilege should apply to protect data from discovery.”
Regarding the issue of pre-emption, the Court identified the Senate’s intent under the PSQIA to move beyond blame and punishment relating to health care errors and instead to encourage a “culture of safety” by providing broad confidentiality and privilege protections.
Thus, there is a clear statement of a Congressional intent that such communications be protected in order to foster openness in the interest of improved patient safety. The court therefore finds that the area has been preempted by federal law.”

In addressing Section 3.20, Subsection 2(B)(iii)(A), which defines “patient safety work product,” and would seem to allow for the discovery of PSWP in a “criminal, civil or administrative proceeding”, the court determined that such discovery “could have a chilling effect on accurate reporting of such events.”
Recent PSO Trial Court Decisions (cont’d)

- Court fails to note that this section only applies to information that is not PSWP.
- Court further noted that the underlying facts, (such as a medical record) are not protected and can be given to an expert for analysis.
- That this information is submitted to other entities, such as the Joint Commission was “not dispositive.”
- Court granted a protective order “as to the sentinel event and root cause analysis materials reported to its patient safety organization as well as its policies and procedures.”
Lessons Learned and Questions Raised (cont’d)

- Most plaintiffs/agencies will make the following types of challenges in seeking access to claimed PSWP in seeking access to claimed PSWP:
  
  - Did the provider or PSO establish a PSES?
  
  - Was the information sought identified by the provider/PSO as part of the PSES?
  
  - Was it actually collected and either actually or functionally reported? What evidence/documentation?

  - Plaintiff will seek to discover your PSES and documentation policies.

  - Contrary to the court’s comments in Francher, policies and procedures probably are discoverable.
Lessons Learned and Questions Raised

- If not yet reported, what is the justification for not doing so? How long has information been held? Does your PSES policy reflect practice or standard for retention?
- Has information been dropped out?
- Is it eligible for protection?
- Has it been used for another purpose?
- Was it subject to mandatory reporting? Will use for “any” other purposes result in loss of protection?
  - May be protected under state law.
- What was the date it was collected as compared to date on which provider evidenced intent to participate in a PSO and how was this documented?
  - Contract?
  - Resolution?
Lessons Learned and Questions Raised (cont’d)

- Is provider/PSO asserting multiple protections?
  - If collected for another purpose, even if for attorney-client, or anticipation of litigation or protected under state statute, plaintiff can argue information was collected for another purpose and therefore the PSQIA protections do not apply.

- Is provider/PSO attempting to use information that was reported or which cannot be dropped out, i.e., an analysis, for another purpose, such as to defend itself in a lawsuit or government investigation?